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Abstract

The Sedona Principles (Second Edition 2007), with revisions to Principles 8, 12, 13 and 14 and substantially revised Commentary, are intended to accommodate the passage of the 2006 Federal E-Discovery Amendments by providing substantive guidance and practical best practice solutions for the resolution of current and future e-discovery issues.
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The need to promote best practices in e-discovery remains important after the adoption of the 2006 E-Discovery Amendments to the Federal Rules of Civil Procedure (“the Amendments”). While the Amendments provide a number of innovative procedural solutions to long-standing problems, they leave many other issues unanswered. The Sedona Principles, Second Edition (2007) (the “Second Edition” or the “Principles”), are particularly useful in filling those gaps while accommodating the changes brought about by the Amendments.

This article summarizes the key provisions of the Second Edition while also describing the challenges involved in their use.

I. Background

The Principles consist of fourteen “best practice” recommendations covering the full range of e-discovery issues, together with commentary on their application. They evolved out of an initial meeting of the Sedona Conference® Working Group on Electronic Document Production (“Working Group One”) held in October 2002. An initial version was issued in January, 2004 and updated in a version issued in July 2005. From the outset, the Principles have been of practical use because they dealt with topics not covered elsewhere and because they provide carefully balanced positions, some of which may differ from existing case law.

The December, 2006 implementation of e-discovery Amendments to the Federal Rules presented both a challenge and an opportunity. At the November, 2006 Annual Meeting of Sedona Conference Working Group One, the attendees discussed whether the Principles should be altered to accommodate the Amendments. One view, strongly expressed, was against making any changes. A second view, which ultimately prevailed, favored making minimal changes to the Principles coupled with explanatory commentary on the Amendments from the point of view of Working Group One.

1©Thomas Allman 2008. Tom Allman formerly served as Sr. V.P. and General Counsel of BASF Corporation (1993-2004) and is one of the Editors of the Second Edition of the Sedona Principles. He also is co-chair of the Lawyers for Civil Justice Committee on E-Discovery and speaks and writes extensively on the topic of e-discovery and rulemaking.


5 Principle 12, for example, provided that “[u]nless it is material to resolving the dispute, there is no obligation to preserve and produce metadata absent agreement of the parties or order of the court.” The duty to preserve and produce metadata in discovery is not directly regulated by the Federal Rules, before or after the Amendments.

6 Principle 14 suggested that spoliation sanctions should be considered only where “intentional or reckless failure to preserve and produce” existed, in contrast to the holding in Residential Funding Corporation v. DeGeorge Fin. Corp, 306 F.3d 99, 101 (2nd Cir. 2002)(permitting adverse inferences where mere negligence involved).
These twin goals have been met. Substantive changes were made to only four Principles, but a new introductory section and extensively revised (and new) comments were included to provide commentary on the Amendments. The fourteen Principles, as amended in the Second Edition, are reproduced in Appendix A with the key differences remaining between them and the Amendments summarized in Appendix B.

II. Preservation Obligations

One reason for the enduring relevance of the Principles is that the Federal Rules leave the development of substantive preservation standards to evolving case law and best practices. The changes involving Rules 16(b), 26(f), 34 and 37 regulate the process of implementing preservation obligations, including the consequences when and if losses to production occur from the operation in “routine, good faith” of information systems. The only references to the substance of preservation obligations are found in the Committee Notes to Rule 26(b)(2)(B) and Rule 37(e), as well as in the introductory comments in the Final Report of the Advisory Committee.

Not surprisingly, therefore, only cosmetic changes were needed in the relevant Principles dealing with preservation obligations, although extensive revisions were made to the Comments, especially those involving Principle 5.

Thus,

- **Principle 1** states that “organizations must properly preserve electronically stored information that can reasonably be anticipated to be relevant to litigation.”

- **Principle 3** suggests that parties should “confer early in discovery regarding the preservation” and “seek to agree on the scope of each party’s rights and responsibilities.”

- **Principle 5** states that “the obligation to preserve . . . requires reasonable and good faith efforts to retain information that may be relevant to pending or threatened litigation. However, it is unreasonable to expect parties to take every conceivable step to preserve all potentially relevant electronically stored information.”

- **Principle 6** explains that responding parties are “best situated” to evaluate the procedures, methodologies and technologies “appropriate for preserving and producing their own electronic data and documents.”

- **Principle 9** limits the need to preserve “deleted, shadowed, fragmented, or residual” information “absent a showing of special need and relevance”

Preservation best practices are discussed in the expanded Comments to Principle 5, now consisting of nine sections, as compared to only three in the 2005 Edition. In part, this expansion reflects the considerable angst associated with identifying and meeting preservation obligations. The Principles are recognized as providing useful guidance. For example, in *Miller v. Holzmann*, the court applied Principle 5 while acknowledging that it accurately captured the evolving case law.

One of the key issues has been the treatment of backup media in advance of discovery. The Final Report of the Advisory Committee cites backup media as an example of inaccessible sources of information for purposes of the “Two-Tiered” approach to production, as discussed in Section III, below. The issue of preservation in advance of discovery presents difficult questions, however, which are treated at length in Comment 5.h. (“Disaster recovery backup tapes”). A reasonable belief in the availability of alternative sources of information plays a major role in reducing the need to preserve this type of storage media, given the burdens and costs involved.

In *Zubulake v. UBS Warburg*, the court relied upon the Principles for the proposition that “as a general rule . . . a party need not preserve all backup tapes even when it is reasonably anticipated litigation.” In *Consolidated Aluminum Corp. v. Alcoa, Inc.*, no longer directly deals with preservation of metadata and is not discussed here. See Section VI, Form of Production and Metadata.

---

1 Major changes were made to Principles 8, 12, 13 and 14 with stylistic changes to Principles 2 and 4 and updated terminology (e.g., “electronically stored information”) wherever needed.
2 See *Introduction, What is the Relationship Between The Sedona Principles and Court Rules?*
3 See, e.g., Comments 1.a; 2.c.; 7.b.; 8.b.; 12.c.; and 14.d. An effort was also made to facilitate cross-reference between the Principles and the Amendments by inclusion of a comparative chart. See Appendix B.
4 Rule 37(f), as added as part of the 2006 Amendments, was renumbered as Rule 37(e) as of December 1, 2007, without change in the text. It limits rule based sanctions where electronically stored information is lost as the result of “routine, good faith” operations in the text. It limits rule based sanctions where electronically stored information is lost as the result of “routine, good faith” operations in the absence of exceptional circumstances.
5 See generally *Thomas Y. Allman, Managing Preservation Obligations After the 2006 Federal E-Discovery Amendments, 13 Rich. J.L. & Tech. 9 at *12-13 (2007)* (describing the rejection of initial plans to recommend adding a new Rule 34.1 (“Duty to Preserve”)).
6 Final Report, C-44, C-83 through C-86.
7 The Sedona Principles no longer directly deals with preservation of metadata and is not discussed here. See Section VI, Form of Production and Metadata.
8 See *Comment 8.a* (“Scope of Search for active and purposely stored data”), which notes that “mere suspicion that a source may contain potentially relevant information is not sufficient to demand the preservation of that source.”
the court relied upon Principle 5 in holding that Alcoa was not required to preserve every shred of paper but only those documents of which it had “actual knowledge” that they would be material to future claims.

Courts and commentators have also utilized the Principles to assist in resolving preservation issues. In *Cache La Poudre Feeds, LLC v. Land O’Lakes, Inc.* the court skillfully blended the teaching of Principle 6 with existing case law in order to resolve challenges to the preservation process followed in that case. Comments 5.c. and 5.d. to Principle 5 recommend use of a “repeatable, documented” process in implementing “legal” or “litigation” holds, a topic which is now the subject of *The Sedona Conference® Commentary on Legal Holds.*

The Second Edition also added Comments which respond to the increased focus on attorney responsibility for the execution of preservation obligations, long a concern of the Principles. Thus, Comment 6.f. deals with the roles and responsibilities of retained and corporate counsel and Comment 14.d. stresses the role of “good faith” in executing them.

In addition, Working Group One is drafting *The Sedona Conference Commentary® on Preserving & Identifying ESI [Electronically Stored Information] That is Not Reasonably Accessible,* with an expectation of issuing it for Public Comment by the time of the 2008 Annual Meeting. It will cover preservation issues involving both traditional and cutting edge sources of inaccessible information.

### III. Two -Tiered Discovery

One of the principal innovations of the Amendments is the limitation added by Rule 26(b)(2)(B), whereby a party “need not provide discovery of electronically stored information from sources that the party identifies as not reasonably accessible because of undue burden or cost.” This “two-tiered” approach requires a showing of “good cause” for discovery from the second tier, subject to the “limitations” found in Fed. R. Civ. P. 26(b)(2)(C). The Advisory Committee also added seven factors to consider in the Committee Note.

The two-tiered distinction has been applied to many forms of discovery, including interrogatories, requests for production, direct access to computers, subpoenas and Rule 30(b)(6) deposition testimony.

The Principles take a somewhat different approach to the two-tier issue. Thus,

- **Principle 2** requires that “[w]hen balancing the cost, burden and need,” courts and parties should consider “the technological feasibility and realistic costs” as well as “the nature of the litigation and the amount in controversy.”
- **Principle 4** urges that “discovery requests [be] as clear as possible,” and that “responses and objections should disclose the scope and limits of the production.”

---

21 For more details on the litigation hold process, please consult the companion publication to the *Sedona Principles* issued by the Sedona Working Group and known as *The Sedona Guidelines: Best Practice Guidelines and Commentary for Managing Information & Records in the Electronic Age,* available at [http://www.thesedonaconference.org](http://www.thesedonaconference.org) (currently undergoing revisions).
25 The current draft (October, 2007) was discussed at the WG1 Annual Meeting held in Hilton Head, South Carolina and is available as a “Members Only” resource.
27 Section (iii), as amended effective December 1, 2007, provides in relevant part that discovery methods shall be limited when “the burden or expense of the proposed discovery outweighs its likely benefit, taking into account the needs of the case, the amount in controversy, the parties’ resources, the importance of the issues at stake in the action, and the importance of the discovery in resolving the issues.”
Thus, sources should only occur when good cause exists, consistent with the balancing or proportionality standards typically stored on local hard drives, networked servers, distributed devices or offline archival sources from which information can and routinely is readily accessed without a special restoration effort. As noted in Comment 8.b., this invokes "the technical accessibility distinction in the "two-tier" approach by defining what examples of sources which stand in contrast to "active data and information." Comment 8.a. explains that resort to such inaccessible sources should only occur when good cause exists, consistent with the balancing or proportionality standards of Principle 2.

Rule 26(b)(2)(B) also requires a party to "identify" those sources that are not reasonably accessible so that the requesting party can determine whether or not to challenge the classification. Comment 8.b. properly cautions that a party may not deliberately make information inaccessible to avoid responding to discovery requests. However, the obligation to "identify" an inaccessible source is not adequately described in the Rule. Principle 4 suggests that "responses and objections to discovery" which articulate "the scope and limits of what is being produced" provide a pragmatic resolution to the issue.

The complexities involved in electronic information have driven development of sophisticated search strategies. In Parkdale America LLC v. Travelers, a producing party unsuccessfully argued that information contained in emails was inaccessible because of the cost of the review for privilege that would be required.

The Principles encourage courts to enforce the two-tiered concept by denying requests for unduly burdensome production, regardless of the offer of a producing party (or the ability of a court to shift costs). As noted in Comment 13.b. to Principle 13, "[s]hifting the costs of extraordinary electronically stored information discovery efforts should not be used as an alternative to sustaining a responding party's objection to undertaking such efforts in the first place."

IV. Collection, Review and Processing

The procedures used to collect, review and process electronically stored information are at the heart of e-discovery, but are not typically regulated by the Federal Rules. The Principles deal directly with these issues.

Thus,

- Principle 8 states that the "primary source" of discoverable information should be "active data and information" and that "resort to disaster recovery backup tapes and other sources of electronically stored information that are not reasonably accessible" requires proof of "need and relevance that outweigh the costs and burdens of retrieving and processing," including an assessment of "the disruption of business and information management activities."

- Principle 9 limits the need to produce "deleted, shadowed, fragmented, or residual" information "absent a showing of special need and relevance."

Principle 8 was modified in the Second Edition to add a reference to sources that are "not reasonably accessible" as examples of sources which stand in contrast to "active data and information." Comment 8.a. explains that resort to such inaccessible sources should only occur when good cause exists, consistent with the balancing or proportionality standards of Principle 2. Thus, Principle 8, by its primary focus on "active" data, provides a more practical method of implementing the accessibility distinction in the "two-tier" approach by defining what is properly included as party-managed discovery. Active data is typically stored on local hard drives, networked servers, distributed devices or offline archival sources from which information can be and routinely is readily accessed without a special restoration effort. As noted in Comment 8.b., this invokes "the technical accessibility and the purpose of the storage," thus giving common sense meaning to the distinction.

Moreover, the formulation in Principle 8 is useful in determining when sufficient "good cause" exists under Rule 26(b)(2)(B). Principle 8 speaks of the need to show a "need and relevance" that "outweighs the costs and burden of retrieving and processing the information, taking into account "the disruption of business and information management activities."

One open issue under the Amendment is the impact of burdensome privilege review costs on two-tiered discovery. In Parkdale America LLC v. Travelers, a producing party unsuccessfully argued that information contained in emails was inaccessible because of the cost of the review for privilege that would be required.

The Principles encourage courts to enforce the two-tiered concept by denying requests for unduly burdensome production, regardless of the offer of a producing party (or the ability of a court to shift costs). As noted in Comment 13.b. to Principle 13, "[s]hifting the costs of extraordinary electronically stored information discovery efforts should not be used as an alternative to sustaining a responding party's objection to undertaking such efforts in the first place."

The procedures used to collect, review and process electronically stored information are at the heart of e-discovery, but are not typically regulated by the Federal Rules. The Principles deal directly with these issues.

Thus,

- Principle 6 notes that "[r]esponding parties are best situated to evaluate the procedures, methodologies and technologies appropriate for preserving and producing their own electronically stored information."

- Principle 10 suggests use of "reasonable procedures" to protect privileges.

- Principle 11 endorses "data sampling, searching, or the use of selection criteria" as a way to identify data likely to be relevant.

The complexities involved in electronic information have driven development of sophisticated search strategies. In Parkdale America LLC v. Travelers, a producing party unsuccessfully argued that information contained in emails was inaccessible because of the cost of the review for privilege that would be required.

The Principles encourage courts to enforce the two-tiered concept by denying requests for unduly burdensome production, regardless of the offer of a producing party (or the ability of a court to shift costs). As noted in Comment 13.b. to Principle 13, "[s]hifting the costs of extraordinary electronically stored information discovery efforts should not be used as an alternative to sustaining a responding party's objection to undertaking such efforts in the first place."

The procedures used to collect, review and process electronically stored information are at the heart of e-discovery, but are not typically regulated by the Federal Rules. The Principles deal directly with these issues.

Thus,

- Principle 6 notes that "[r]esponding parties are best situated to evaluate the procedures, methodologies and technologies appropriate for preserving and producing their own electronically stored information."

- Principle 10 suggests use of "reasonable procedures" to protect privileges.

- Principle 11 endorses "data sampling, searching, or the use of selection criteria" as a way to identify data likely to be relevant.

The complexities involved in electronic information have driven development of sophisticated search strategies.

In contrast, Rule 26(b)(2)(B) requires an affirmative "identification" by a producing party of any inaccessible sources which may contain discoverable information that the party does not intend to search.


See also Principle 9 which specifies that a showing of "special need and relevance" is necessary to require preservation, review or production of "deleted, shadowed, fragmented, or residual electronically stored information."


Principles to validate and illustrate best practices when disputes arise. Thus, in the case of In re Seroquel Products Liability Litigation, the provisions of the Second Edition became the best practice “yard stick” against which conduct in that case was measured.


V. Cost-Shifting

Courts usefully employ cost-shifting as a nuanced tool to adjust court-ordered discovery where the balance between benefit and burden is uncertain. The Committee Note to Rule 26(b)(2)(B) acknowledges that a court may order “limits on the amount, type, or sources of information required to be accessed and produced.” Many courts utilize a hierarchy of seven factors to govern cost-shifting, while tying the right to consider cost-shifting to the accessibility or lack thereof of the information sought.

Principle 13 initially mandated shifting the costs of information which is “not reasonably available to the responding party in the ordinary course of business.” However, because of the decision by the Advisory Committee to eschew that approach in the Amendments, Principle 13 was modified to state that the costs of retrieving and reviewing information which is not reasonably available “may” (instead of “should”) be shared by or shifted to the requesting party.

Nonetheless, two significant differences remain between the approach under the Principles and that of the prevailing case law.

First, the ability to shift costs is not “coupled” to the accessibility of the information, but turns on an assessment of the burdens or costs involved, especially where high volume makes the costs disproportionate to the matters at issue. As noted in Comment 13.a to Principle 13, “parties should recognize that cost-sharing and cost-shifting remains separately available under Rule 26(b)(2)(C) and Rule 26(c). In particular, the aggregate volume of data requested may be disproportionate to the needs in the case and/or the respective resources of the parties . . . such that a condition of further discovery can be the shifting of some or all costs of such discovery.”

In addition, the types of costs recoverable are broader under the Principles than under some existing cases. As explained in the Comment 2.h. to Principle 2 [the “proportionality” rule], costs cannot be calculated solely in terms of the expense of computer technicians to retrieve the data but must factor in other litigation costs, including the “interruption and disruption of routine business processes and the costs of reviewing the information.”

VI. Form of Production and Metadata

Fed. R. Civ. P. 34 now acknowledges that electronically stored information can be produced either in the form in which it was “ordinarily maintained” or in a “reasonably useable” form, absent a contrary agreement or court order. It does not express a preference for production of metadata, one way or the other, as the choice of form (format) necessarily resolves that issue as well.

---

41 Ed. at *13 (“[While Defendant] purported to embrace the requirements of Rule 26 and the Sedona Principles . . . the reality was to the contrary.”).
42 8 Sedona Conf. J. 189 (Fall, 2007)(Public Comment Version)(discussing “existing and evolutionary methods by which a party may choose to search unprecedented volumes of information”).
43 The current draft (Version 2.0) was discussed at the WG1 Annual Meeting held in Hilton Head, South Carolina and is available as a “Members Only” draft.
46 The Advisory Committee not only rejected mandatory cost shifting, but also added cautionary language in the Committee Note to Rule 26(b)(2)(B) to the effect that the burdens of privilege review can militate against production even if a requesting party is prepared to pay the costs of access.
47 Compare Peskoff v. Faher, 240 F.R.D. 26, 31 (D.D.C. Feb. 21, 2007) (“The obvious negative corollary of [the Advisory Committee Note to Rule 26(b)(2)(B)] is that accessible data must be produced at the cost of the producing party; cost-shifting does not even become a possibility unless there is first a finding of inaccessibility.”).
48 See Principle 13, Comment 13.a, noting that the ‘total costs of production’ include estimated costs of retrieving retrieved documents for privilege, confidentiality, and privacy purposes.
49 In re ATM Fee Antitrust Litigation, No. C-04-02676 CRB, 2007 WL 1827635 (N.D. Cal. June 25, 2007) (“The form of electronic production required under the new rule may be altered by agreement of the parties or by order of the Court”).
50 Comment, The Requirement for Metadata Production under Williams v. Sprint/United Management Co. An Unnecessary Burden for Litigants Engaged in Electronic Discovery, 93 Cornell L. Rev. 221, 224 (2007)(“The minutes of the Civil Rules Advisory Committee reveal that the rule makers decided to remain silent on whether to require parties to produce metadata and preferred to leave the issue to the courts, presumably because electronic discovery was such a new and changing area of law that the Committee was not confident in setting down a firm and inflexible rule”).
While the 2005 version of Principle 12 postulated a mild presumption against preservation and production of metadata, the revision of Principle 12 in the Second Edition opts for a more sophisticated approach.

Thus,

- **Principle 9** specifies that a showing of “special need and relevance” is necessary to require preservation, review or production of “deleted, shadowed, fragmented, or residual electronically stored information.”

- **Principle 12** suggests that the form or forms of production should “take into account the need to produce reasonably accessible metadata that will enable the receiving party to have the same ability to access, search, and display the information as the producing party where appropriate or necessary in light of the nature of the information and the needs of the case.”

The revision to Principle 12 outlined above was undertaken only after serious debate. It had been cited, along with Principle 9, in Williams v. Sprint/United Management Company, for the proposition that “emerging standards” articulated a general presumption against production of metadata except when a party was, or should be, aware that it was relevant to the dispute. Principle 12 was also cited in Kentucky Speedway v. NASCAR, for the proposition that “a party should not be required to produce metadata absent a clear agreement or court order.”

However, after a lengthy and spirited discussion, a compromise was reached whereby Principle 9 was retained in its original form and Principle 12 was changed to better reflect the conditions favoring a decision to produce in native format (with full metadata).

When the issue is not resolved by early agreement, local rule or by the terms of a case management order, “good cause” or “special need and relevance” should be established along the lines articulated in Principle 12. Thus, in Michigan First Credit Union v. Cumis Insurance Society, the court sustained an objection to production “along with intact metadata” because “production of this metadata would be overly burdensome with no corresponding evidentiary value.” In Schmidt v. Levi Strauss & Co., the court rejected a motion to compel re-production in “native, electronic” format because the “the apparent burden and expense of such an undertaking” was held to “dwarf any benefit.”

**VII. Culpability**

Another key - and controversial change - in the Amendments was inclusion of a quasi-safe harbor, or at least a cautionary port of call, as Rule 37(e). The Rule does not provide complete sanctuary since it is applicable only to “rule-based” sanctions (leaving untouched the “inherent” power to sanction) and to those cases where “exceptional circumstances” do not exist.

The original version of Principle 14 recommended that sanctions be considered only where “an intentional or reckless failure to preserve and produce” existed. However, at the April, 2005 meeting of the Advisory Committee, an “intermediate” culpability standard based on proof of “routine, good faith” conduct was adopted. This standard assumes that a party undertook appropriate measures to preserve information and is arguably less forgiving of responding parties than the “intentional or reckless” requirement originally in Principle 14.

Given this inconsistency with Rule 37(e), the definition of culpability was deleted from Principle 14 and the only remaining reference is neutral, i.e., an allusion to the presence of “culpable” conduct. Thus, Principle 14 now suggests that sanctions

---

51 Principle 12 formerly provided that “[u]nless it is material to resolving the dispute, there is no obligation to preserve and produce metadata absent agreement of the parties or order of the court.”
54 The Comments to Sedona Principle 12 have also been extensively rewritten to explain the advantages and disadvantages of particular forms of production with relationship to the impact of the choices on metadata. See Comments 12.a. and 12.b.
55 See Maryland Protocol at *4, n. 3 (“Meta-Data, especially substantive Meta-Data, need not be routinely produced, except [by agreement or] upon a showing of good cause in a motion filed by the Requesting Party.”).
60 The full text of Rule 37(e) is as follows: “Absent exceptional circumstances, a court may not impose sanctions under these rules on a party for failing to provide electronically stored information lost as a result of the routine, good-faith operation of an electronic information system.” See Martin H. Redish, Electronic Discovery and the Litigation Matrix, 51 DUKE L.J. 561, 621 (2001) (criticizing the assumption that the loss of electronically stored information automatically implies an intent to commit spoliation).
should only be considered when there has been a “culpable” failure to preserve and produce information and a reasonable probability that the loss has materially prejudiced the adverse party.

This revised formulation leaves open the issue of “culpability” in the context of requests for adverse inferences to be resolved in accordance with the law of the jurisdiction applicable to the case. In the case of *Consolidated Aluminum Corporation v. Alcoa, Inc.*, for example, a court applying precedent from the Fifth Circuit held that “[f]or the spoliator to have a ‘culpable state of mind,’” it must act with fraudulent intent and a desire to suppress the truth [which] is not present where the destruction is simply a matter of routine.” There is an apparent conflict between the Second Circuit and the balance of the Federal Circuits in this regard.

**VIII. Conclusion**

The attendees at the November, 2006 Annual Meeting of the Sedona Working Group who endorsed the continued viability of the *Sedona Principles* correctly grasped the continuing need for review and articulation of e-discovery best practices. Working Group One has embarked on an ambitious program to supplement and validate the *Principles* in ways that will assist the courts and the bar as they grapple with the implementation of the 2006 Amendments. The Second Edition of the Principles represents an important milestone in that effort.

---

62 Civil Action No. 03-1055-C-M2, 244 F.R.D. 335, 343-344(M.D. La. 2006).

63 But see Allman, *supra*, Id. at 77, n. 67, noting that the author of the restrictive Second Circuit opinion referenced, *Residential Funding Corporation v. DeGeorge Fin. Corp*, 306 F.3d 99, 101 (2nd Cir. 2002) (permitting adverse inference based on negligent conduct), subsequently joined the Advisory Committee and was a member of that Committee when the intermediate standard was adopted as part of [then] Rule 37(f).
APPENDIX A

The Sedona Principles (Second Edition 2007)

1. Electronically stored information is potentially discoverable under Fed. R. Civ. P. 34 or its state law equivalents. Organizations must properly preserve electronically stored information that can reasonably be anticipated to be relevant to litigation.

2. When balancing the cost, burden, and need for electronically stored information, courts and parties should apply the proportionality standard embodied in Fed. R. Civ. P. 26(b)(2)(C) and its state law equivalents, which require consideration of the technological feasibility and realistic costs of preserving, retrieving, reviewing, and producing electronically stored information, as well as the nature of the litigation and the amount in controversy.

3. Parties should confer early in discovery regarding the preservation and production of electronically stored information when these matters are at issue in the litigation and seek to agree on the scope of each party’s rights and responsibilities.

4. Discovery requests should be as clear as possible, while responses and objections to discovery should disclose the scope and limits of the production.

5. The obligation to preserve electronically stored information requires reasonable and good faith efforts to retain information that may be relevant to pending or threatened litigation. However, it is unreasonable to expect parties to take every conceivable step to preserve all potentially relevant electronically stored information.

6. Responding parties are best situated to evaluate the procedures, methodologies, and technologies appropriate for preserving and producing their own electronically stored information.

7. The requesting party has the burden on a motion to compel to show that the responding party’s steps to preserve and produce relevant electronically stored information were inadequate.

8. The primary source of electronically stored information for production should be active data and information. Resort to disaster recovery backup tapes and other sources of electronically stored information that are not reasonably accessible requires the requesting party to demonstrate need and relevance that outweigh the costs and burdens of retrieving and processing the electronically stored information from such sources, including the disruption of business and information management activities.

9. Absent a showing of special need and relevance, a responding party should not be required to preserve, review, or produce deleted, shadowed, fragmented, or residual electronically stored information.

10. A responding party should follow reasonable procedures to protect privileges and objections to production of electronically stored information.

11. A responding party may satisfy its good faith obligation to preserve and produce potentially responsive electronically stored information by using electronic tools and processes, such as data sampling, searching, or the use of selection criteria, to identify data reasonably likely to contain responsive information.

12. Absent party agreement or court order specifying the form or forms of production, production should be made in the form or forms in which the information is ordinarily maintained or in a reasonably usable form, taking into account the need to produce reasonably accessible metadata that will enable the receiving party to have the same ability to access, search and display the information as the producing party where appropriate or necessary in light of the nature of the information and the needs of the case.

13. Absent a specific objection, party agreement or court order, the reasonable costs of retrieving and reviewing electronically stored information for production should be borne by the responding party, unless the information sought is not reasonably available to the responding party in the ordinary course of business. If the information sought is not reasonably available to the responding party in the ordinary course of business, then, absent special circumstances, the costs of retrieving and reviewing such information ordinarily may be shifted to the requesting party.

14. Sanctions, including spoliation findings, should be considered by the court only if it finds that there was a clear duty to preserve, a culpable failure to preserve and produce relevant electronically stored information, and a reasonable probability that the loss of the evidence has materially prejudiced the adverse party.
## APPENDIX B
### Contrasting Approaches

<table>
<thead>
<tr>
<th>Topic</th>
<th>Sedona Principles</th>
<th>Federal Rules</th>
</tr>
</thead>
<tbody>
<tr>
<td>Preservation Obligations</td>
<td>Principle 5: “unreasonable to expect parties to take every conceivable step”</td>
<td>No Rule. See Zubulake V: “party [which] is on notice . . . acts at its own peril” (229 F.R.D. 422, 436)</td>
</tr>
<tr>
<td>Metadata and Embedded Data</td>
<td>Principle 12: “reasonably accessible metadata” should be produced as appropriate or necessary</td>
<td>No Rule. Committee Note suggests that one cannot produce in a way that makes it more difficult to use</td>
</tr>
<tr>
<td>First Tier Discovery</td>
<td>Principle 8: “primary source” should be “active data and information”</td>
<td>Rule 26(b)(2)(B): information from reasonably accessible sources</td>
</tr>
<tr>
<td>Second Tier Discovery</td>
<td>Principle 8: requires showing of “need and relevance” that outweigh “costs and burdens” including “disruption of business and information management activities”</td>
<td>Rule 26(b)(2)(B): “good cause” involves determining if “burden or expense” which “outweighs its likely benefit” [and 7 listed factors in Committee Note]</td>
</tr>
<tr>
<td>Cost-Shifting</td>
<td>Principle 13: the “costs of retrieving and reviewing” information “not reasonably available” may be shared or shifted</td>
<td>Rule 26(b)(2)(B): Comm. Note: the “costs of obtaining information from sources that are not reasonably accessible” may be shifted</td>
</tr>
<tr>
<td>Identification of Unsearched Sources</td>
<td>Principle 4: “responses and objections” filed in response to discovery should “disclose scope and limits”</td>
<td>Rule 26(b)(2)(B): must “identify” unsearched potential sources of discoverable information</td>
</tr>
<tr>
<td>Inadvertent Privilege Waiver</td>
<td>Principle 10: should follow “reasonable procedures to protect privileges”</td>
<td>No Rules. Compare proposed Evidence Rule 502, pending action before Congress</td>
</tr>
<tr>
<td>Spoliation Culpability</td>
<td>Principle 14: requires proof of “culpable” failure to preserve</td>
<td>Rule 37(c): no rule-based sanctions for “routine, good faith” losses absent “exceptional circumstances”</td>
</tr>
</tbody>
</table>